
TENACITy aims to enhance travel intelligence for
fighting crime and terrorism in the European Union.

Its vision was born as a Travel Intelligence
Governance Framework that will incorporate a

holistic approach to crime prevention, strengthening
the intelligence, the analytic capacity and the

decision-making of the security authorities. More
specifically, this vision in fighting serious crimes and

reinforcing the position and the cooperation of
authorities will be achieved through modern and

effective tools for exploitation of travel intelligence
data, and through training and sensitization of law

enforcement personnel.

ABOUT TENACITY

Travel Intelligence
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LIVING LABS

TENACITY will propose an
interoperable open architecture for

the integration and analysis of
multiple data from a variety of

sources, by exploiting game
changing digital technologies.

TENACITy envisions training tools
through living labs to organize
hackathons, workshops for all

relevant stakeholders who would
benefit from the implementation of

modern concepts and the use of
digital technologies.

A Governance Framework that will
incorporate a holistic approach to

crime prevention, ensuring that
technology will identify the modus
operandi of criminal and terrorism

organizations.
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Project Milestones
TENACITy Training & Living Lab Workshop

TENACITy 1st Pilot

The Living Labs are strategically divided into three key thematic

sections:

1.Pre-Pilot Functionality Assessment

2.Stakeholder Engagement and Training

3.Innovation Diffusion

Pilot TENACITy using use case scenarios to ensure effective implementation.

Provide training before, during, and after pilots for thorough end-user

preparation.

Collect and analyze end-user feedback for continuous system refinement.

Conduct a regulatory and legal assessment to ensure API/PNR compliance.

Test system functionality and ensure legal and regulatory robustness.


